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• Provides secure remote access to on-premises 
web applications.

• Using Azure AD Application Proxy to publish on-
premises apps for remote users
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Microsoft 365 Licensing: quali funzionalità sono disponibili e confronto tra i piani - ICT Power

Azure AD Premium P1 in available STANDALONE and is available also in the following plans:

Microsoft 365 Business Premium

Microsoft 365 Education E3 + E5

Microsoft 365 Enterprise E3 + E5

Enterprise Mobility + Security (EMS) E3 + E5

Azure AD

https://www.ictpower.it/microsoft-365/microsoft-365-licensing-quali-funzionalita-sono-disponibili-e-confronto-tra-i-piani.htm


•Simple to use. Users can access your on-premises applications the same way 

they access Microsoft 365 and other SaaS apps integrated with Azure AD. You 

don't need to change or update your applications to work with Application 

Proxy.

•Secure. Application Proxy doesn't require you to open inbound connections 

through your firewall.

•Cost-effective. On-premises solutions typically require you to set up and 

maintain demilitarized zones (DMZs), edge servers, or other complex 

infrastructures. To use Application Proxy, you don't need to change the 

network infrastructure



Remote access to on-premises apps - Azure AD Application Proxy | Microsoft Docs

https://docs.microsoft.com/en-us/azure/active-directory/app-proxy/application-proxy


DEMO
Using Azure AD Application 

Proxy to publish on-premises 
apps for remote users



• Esercitazione: Aggiungere un'app locale - Application Proxy in Azure Active Directory | Microsoft Docs

• Pubblicare Remote Desktop Services e RemoteApp utilizzando Azure AD Application Proxy - ICT Power

https://docs.microsoft.com/it-it/azure/active-directory/app-proxy/application-proxy-add-on-premises-application
https://www.ictpower.it/sistemi-operativi/pubblicare-remote-desktop-services-e-remoteapp-utilizzando-azure-ad-application-proxy.htm
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